
Session 1: 6/26 – 7/15 Asynchronous  7/17 – 7/21 Synchronous and in person at UAH 

Session 2: 7/24 / 8/11 Asynchronous  8/14 – 8/21 Synchronous and in person at UCCS 

(session 2) 

This course provides an overview and 

knowledge of information security and pri-

vacy, researching and examining a variety 

of topics such as laws, management and 

privacy technology.  

Participants will examine and research the 

multi-disciplinary field of data privacy and 

will learn and understand what privacy is 

and how privacy laws vary around the 

world.  

Participants will also research the differ-

ence between privacy principles and priva-

cy harms and the impact of decisions on 

individuals. Privacy data breaches and 

fines will be utilized as case studies for 

labs and assignments.  

Participants will conclude the class with a 

data privacy research project to apply the 

concepts and information learned 

throughout the class. 

Course Outline: 

What is Data Privacy 

Privacy Harms and Privacy Principles 

Privacy Laws 

Privacy Governance 

Privacy Risk and Assessments 

Privacy Program Management (midterm) 

Privacy Engineering 

Privacy Enhancing Technologies 

Privacy Incident Response 

Privacy Reporting 

Privacy Fines and Careers 

Privacy Research Project (final) 

* This workshop is limited to faculty and graduate students pursuing a career in teaching cybersecurity.

At the time of registration, all participants must be affiliated with a CAE school and a US citizen or US Permanent Resident.

Scan the QR code or follow this 

link to the registration page. 

For more information regarding 

this class, contact: 

Tania Williams Tania.Williams@uah.edu; 

https://forms.gle/AbwidCap2aCTLbhB7
mailto:Tania.Williams@uah.edu

